Aclient Install


Deployment.pdf



page 42

Client Requirements


The following are requirements to install AClient, the Deployment Server client, to set up managed computers for each Deployment Server installation. See “Install Aclient and Configure for Deployment Server” on page 56 for installation steps.

Client Hardware

• Pentium processor

• 5 MB disk space for AClient on computers to be managed

• 5 MB disk space for BootWorks (if installing to local hard drive)

• 32 MB memory

Client Software

One of the following Windows operating systems:
• Windows 95, 98, ME

• Windows NT 4.0 (Service Pack 4 or newer)

• Windows 2000

• Windows XP

ACient (Windows)

The Windows client runs on a Windows computer as a service. Installing services requires different rights depending on the operating system of the PC you are installing the client on.

For 9X computer, the Windows Client can be installed by running the aclient.exe using

the following methods:
• Start menu

• Login Script

• E mail attachment

• RIP

• Floppy

• Network

• CD-ROM

Installing the client software is the same as running any otherWindows application so you have many options. The one option you do not have with 9x computers is to use the Deployment Server Console's RemoteWindows Client Installer.

Note To use Deployment Server’s Remote Client Installer onWindows NT/2000, File and Print Sharing must be enabled.

For NT/2000 computers, you need to have Local Administrator rights to install a Windows service. The following are options for installing the Windows client on NT/ 2000 computers:

• Start Menu - If logged in with local Admin rights

• E mail Attachment - If logged in with local Admin rights

• RIP- If logged in with local Admin rights

• Network - If logged in with local Admin rights

• Windows Client Installer- If logged in with local Admin rights

Install AClient Remotely

You can use the Altiris Remote Client Installer to install AClient (aclient.exe) on unmanaged Windows NT/2000/XP computers. To do this, you must have administrative rights to the computers and File and Print Sharing must be enabled.

When AClient is installed on a computer, it can be managed remotely from the Deployment Server Console. You can then use the Deployment Server Console to install BootWorks on the managed computers (if you want to image, backup/restore registries, and you are not using PXE).

Important It is recommended that you don’t install Altiris clients on any computers running Deployment Server, Client Access Point, Deployment Server Console, or Deployment Server Database computers. Install AClient only on the managed computers.

1 Open the installer by choosing the Remote Client Installer icon from the Deployment Server Console toolbar or the Tools menu.

2 Choose Add.

3 Enter the username and password of the account that has administrative rights to the unmanaged computers that you will add to the remote install list. If you do not use an account with the appropriate rights, the install will fail.

4 Set up the computer’s AClient configuration as follows:

a Enter or browse for the computer name where you want AClient to be installed.

b If you want to prevent users from modifying AClient settings, select Secure AClient properties    with a password.

c If you are using domains and want to change the computer’s security ID (SID) every time you image the computer, select Enable Changing of Security ID.

d Choose Advanced to set AClient settings other than the default. Choose Next to use default settings and select computers to add to the install list.

5 Browse the network and highlight the domains, groups, or computers you want to add. You can choose multiple computers from the lists. Choose OK.

6 The computers appear in the installer list, choose Install. The status of the computers is shown on the installer screen.
The Deployment Server Client Access Point

The Deployment Server Client Access Point (file share) can be thought of as a file store. Client computers access the store for images and software packages. The managed computer needs a drive map or UNC file access to the directories on the Client Access Point only if you create a task to run a package or script from the network. Otherwise, all RIP downloads are downloaded by the server, and then relayed to the Windows client.

By doing it this way, the Deployment Server can keep track of what's been sent and received by the client, and if the client connection is interrupted prematurely, can pick up where it left off. This also allows the client computers to receive software with only a TCP/IP connection. When creating the script, you have the option to run as user. This user and password must be entered at the time of script creation, and it's this account that must have access to the Client Access Point.

The Deployment Server also has the ability to add a computer to an NT domain during an imaging or reconfiguration event. When you schedule an event to a computer, and the event contains a reconfigure task, the Deployment Server Console will prompt you for a user name and password that has one of the following rights:

• For NT 4 PCs — Domain Administrator

• For Windows 2000 — Manage Computers within the Domain

• For Windows 9X/Me— No adding to the domain performed or needed

The DOS client directly accesses the Client Access Point to upload and download images, so the required network access is different.

The following rights are needed from each component to the Client Access Point:

AClient (Windows client)

[RF] - Netware Share Point for any remote execution or running of a script

[RX] - NT Share Point for any remote execution or running of a script
BootWorks (DOS Client)

[RF] - Netware share for Image Download

[WC] - Netware share for Image Upload

[RX] - NT share for Image Download

[W] - NT share for Image Upload

Deployment Server

[RF] - Netware share for downloading RIPs

[RX] - NT share for downloading RIPs

Console PC (Launching RapidInstall, PC Transplant, Boot Disk Creator,

Image Explorer)

[RF] - Netware share to open RIPs, Images for Read access

[WC] - Netware share to edit, create, modify RIPs and Images

[RX] - NT share to open RIPs, Images for Read access

[W] - NT share to edit, create, modify RIPs and Images

Setting Client Rights

The Deployment Server clients can be installed in a variety of ways, as identified in this installation overview.

BootWorks (DOS) Installation

The DOS client software is deployed to the client computer using four different methods, each having its own rights requirements.

Boot Floppy — Bootworks can run from a Network Boot Disk. This method only requires that the PC allows the option to boot from a floppy disk.

PXE Image—A PXE image is really just a virtual floppy. This method requires that the computer supports PXE and is set to boot PXE or Network first in the boot order.

Embedded Bootworks— Embedded BootWorks can be installed from Windows from an install package which can be run as a RIP, e mail attachment, login script, and requires no special rights.

Hidden Bootworks Partition—To install the DOS Client this way requires you to be able to boot from a floppy or PXE image, re-image the computer (changes the partition table), and modify the BIOS. To boot properly, you cannot have PXE as the first boot order if you want to use BootWorks. This is also true for embedded BootWorks.

Install AClient and Configure for Deployment Server

To register a computer with the Deployment Server, run aclient.exe on the unmanaged computer. When AClient is installed, the computer appears in the Computers list on the Deployment Server Console. 

You can install AClient locally, or remotely from the Deployment Server Console (FromWin NT/2000/XP to Win NT/ 2000/XP computers only). After AClient is installed, you can install BootWorks from the Deployment Server Console if you want computers to run it locally.

Install AClient locally

1 From the unmanaged computer where you want to install aclient.exe, browse for the aclient.exe program and double-click on the file, or choose Start > Run and type in the path where you installed Deployment Server.

2 Enter the path where you want to install AClient, or accept the default.

3 If you do not want AClient settings to be accessible to users, select Secure modification of service properties and enter a password when prompted.

4 If you are managing security IDs for Windows NT/2000 computers and you want to run a SID utility as part of an imaging Event, select Enable changing of Security ID. For more information about this option, see “Scenarios for Generating Security IDs (SIDs)” on page 65.

5 Choose Next. If you chose to enable security IDs, you will see a screen listing options you can use for managing SIDs. Select the utility (or utilities) you want to use and enter the path where the utilities are stored.
6 Choose Next to install AClient.

