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NS Client Requirements

Windows 95, Windows 98, and Windows Me Computers

• Current version of DCOM. DCOM95 and DCOM98 versions available from http://<NServer>/aexns/admin/Aexnsclientdownload.asp Windows Me comes with a current enough version of DCOM.

• Internet Explorer 4.01 SP1 or higher

• Microsoft TCP/IP

Windows NT 4 Computers

• Service Pack 4 or higher

• Internet Explorer 4.01 SP1 or higher

• Local administrator rights on the computer to install the NS Client on theWindows

NT system

• Microsoft TCP/IP

Windows 2000/XP Computers

• Internet Explorer 5.0 or higher

• Local administrator rights on the computer to install the NS Client on theWindows 2000/XP computer

IMPORTANT Windows XP enables Simple File Sharing during installation by default. Simple File Sharing must be turned off for you to install the NS Client to the Windows XP computer. For more information, see “Windows XP: Problem Deploying NS Client in a WorkGroup” on page 383.

• Microsoft TCP/IP

Pushing the NS Client to a Managed Computer

The Push NS Client installation lets you install the NS Client to managed computers from the Web Administration Console. In other words, there is no need to be at the managed computer to install the NS Client.

Prerequisites

To Push the NS Client to a managed computer, the following must apply:

• The managed computer must be running Windows NT or Windows 2000.

• The Admin$ share must exist on the managed computer.

• The security identity of the Notification Server that was previously configured is an account that needs administrative rights on the remote target computer (see “Application Identity” on page 76).

Pulling the NS Client down to a Managed Computer

The Pull NS Client installation is initiated from the managed computer. The advantage of this method is that it will work with a managed computer running any Windows 32- bit operating system. The disadvantage to using this instead of pushing the NS Client is that you must perform this procedure from each managed computer.

The NS Client installation is run under the security ID of the user initiating the Pull. If the user initializing the Pull is using Windows NT or Windows 2000, they must have administrator rights to complete the NS Client installation. On Windows NT, if you do not have sufficient rights and you try to install the NS Client, you will get an iKernal 800 error.

For information on the Pull installation

1 From the Web Administration Console, click the Configuration tab.

2 In the left pane, click Client Installation.

3 In the right pane, click Client 'Pull' Installation.

4 View the URL of the download page in the field under URL of download page for Win32 users. You can e-mail this URL to your managed computer users. Altiris eXpress Notification Server User Guide 53

5 Click Show me this page to view the download page that you will send to the managed computer users.

To initiate a Pull NS Client installation from a managed computer

1 Using a Web browser on a managed computer, go to the following URL: http://NSName/AeXNS/Admin/AeXNSClientDownload.asp where NSName is the name of your Notification Server computer.

Note This application leads you through the installation of the NS Client.

2 Click Click here to begin downloading the NS Client bootstrap program. For information on this installation process, see “NS Client Bootstrap Program” on page 56.

Installing the NS Client Using the NS Client Installation Program

The NS Client installation program (AeXNSC.exe) extracts theNS Client installation files into a temporary location and then runs the NS Client installation setup on a single computer. You can install the NS Client installation program on multiple computers using login scripts (see “Example of Installing the NS Client Using a Login Script” on page 59).

The NS Client bootstrap program usually downloads and runs the NS Client installation program (see “NS Client Bootstrap Program” on page 56). However, the NS Client installation program can be downloaded and run using login scripts. If you run this on your own, you need to specify the Notification Server name and the Notification Server Web name. If you do a Push or Pull installation, you will specify

various parameters based on your type of installation.

To install the NS Client by running the NS Client installation program

1 Run the AeXNSC.exe on the target computer. (On the Notification Server, this file is found in the NSCap\Bin\Win32\X86\NS Client Package directory.)

After the NS Client installation setup program completes, you will see a new icon in the system tray of the managed computer.

Note On startup, the NS Client detects if the Deployment Server Aclient (version 5.5 and above) is installed on the computer. If it is, then the NS Client icon will not be shown in the system tray.

As part of the setup process, you define the name of the Notification Server that the NS Client will interact with. You can enter the hostname for the Notification Server. You can also use the IP address. You can use the fully qualified domain name as well. From the managed computer, you must be able to resolve the hostname entered. You can verify this by running ping <hostname> from a command prompt at the managed computer.

Example 1:

aexnsc.exe -s -a ns="lab1.altiris.com" nsweb="http://

lab1.altiris.com/AeXNS" NOSTARTMENU NOTRAYICON OKTOREBOOT /s

The above command line will install the NS Client on the computer connecting to the Notification Server on “lab1.altiris.com”. No startmenu is installed. Tray icon will not be shown on startup. The installation may ask to reboot if needed. The entire installation process will be done silently.

Example2:

The command line to perform an automated install is:

aexnsc.exe -s -a ns="lab1.altiris.com" nsweb="http://

lab1.altiris.com/AeXNS" /s

AeXNSC Command Line Arguments

aexnsc.exe [-s]

[-a arguments]

[ns= “NotificationServer”]

[nsweb=“NotificationServerWeb”]

[path=InstallationPath]

[NOSTARTMENU]

[NOTRAYICON]

[OKTOREBOOT]

[/remove]

[/NOADDREMOVE]

[/s]
NS Client Installation Troubleshooting

The following are some tips for checking to see if your NS Client was installed on your managed computers and how to troubleshoot if the installation fails.

• Run reports to find out which managed computers have the NS Client installed on them - The following report groups can be found in the Web Administration Console in the Solutions tab by clicking Altiris eXpress Configuration > Reports in the left pane.

• Client Deployment - These reports let you see what NS Client versions you have.

• Discovered Machines - These reports let you see what computers have been discovered by Notification Server. This contains a report that tells you if your Push installation failed on any computers. It also contains a report that lists managed computers that had the NS Client installed on them using methods

other than Push.

• NS Client Inventory - There are two reports in this group that are of interest here: one that lists your newest installed/registered NS Clients, and one that lists your oldest NS Clients.

• Check the logs on the managed computer if the NS Client installation failed.

• AeXSWDInstSvc.log - The NS Client bootstrap program (AeXSWDInstSvc.exe) creates this log file in the OS directory (WINNT on Windows NT/2000 and windows\system on Windows 9x after a Push installation and WinDir\system32 after a Pull installation). 

This log file records the process of downloading the NS Client installation program and installing it. Look in this log file to determine if the Push or Pull part of the installation failed. If there is an entry in this log file saying that the “Remote Install Finished”, it means that the download of the NS Client installation

program was a success and the command to install it was performed.

• AeXNSC.log - The NS Client installation program (AeXNSC.exe) creates this log file in the OS directory (WINNT\system32 on Windows NT/2000 and windows\system on Windows 95/98/Me/XP). This log file records the process of installing the NS Client on themanaged computer. If there is an entry in this log file saying that the installation failed, it means the actual NS Client

installation failed.

• After the NS Client is up and running, these processes should be on the managed computer (view using the Task Manager):

• AeXNSClient.exe – This runs as an NT service.

• AexNSClientTran – This runs as an NT service. It is responsible for delivering the Notification Server event from the NS Client to the Notification Server. Any agent can send a Notification Server event to this service. The event is queued up in the NS Client\Queue\ServerName directory before

being sent to the Notification Server.

• AeXSWDUsr.exe – This only runs when the user is logged on. This is the NS Client icon. However, if Aclient is running, the NS Client icon will not appear. If you do not see the NS Client icon, but this process is running and you have just done a Push or Pull installation, the icon might not show up until the

next login. This happens because, when the NS Client is installed, it starts in the local system account. The local system account is where the Push gets launched the first time. When the user on the managed computer logs out and logs back in, the user account runs the process and the NS Client icon appears.

